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Kpuntorpacdus

NMpepucnosue

fl Xouy BobuTbLCA BLICOKOM cTeneHn He3onacHOCTU CBoel CUCTeMbl. Kak U KaKuMKu cpeACTBaMu MHe
3TOro A0CTU4b?

JocTuxeHmne nobon Lenn He 06xoamnTca 6e3 onpeaenéHHbIX XXepTB (NepeocMbICNnB KoTopble B ByayLlem, Boi
MOXKETE Ja)Ke NPUHSATb UX 3a 671aro), 1 BaXKHbIM LLIAroM Ha TakoM NyTu byneT oTkas oT MS Windows. OfHako,
3TO He 03Ha4aeT YTo nepexon NPon3oNaET MOMEHTasIbHO U 6e3 TPYAHOCTEN, HO HYXKHO MOHeMHory paboTaTh B
3TOM HanpasfieHun n nsy4atb Unix-cuctemsl, Linux nnm *BSD.

3aUMKNEeHHOCTb Ntoaein Ha Windows 1 nouck pelueHuin ana ykpenneHuns aton OC HanoMUHaeT BU3NT K Bpady
Taxxeno 60/bHOr0 NauueHTa, KOTOPbIA NPOCUT BLICTPOAENCTBYOWEr0 1 BbICTPOMOMOraloLLero JeKapcTBa.
Bpay moHMMaeT, 4TO Takoe IeKapCTBO MOXKET eMy BPEMEHHO NMOMOYb, OAHAK0 OHO He Bbl1e4uT 60N1e3Hb, He
YBESINYNT CPOK XKM3HM, 1 6ONLHON BCE paBHO NPOLO/IKUT UATU K MOruie. BMeCcTo 3Toro eMy npefnaratoTcs
KapAWHabHble MeToabl (*nix-cMcTeMa), KOTopble MOryT MOMOYb, HO OHW He LENCTBYIOT MOMEHTaNbHO, TPebyoT
TeprneHns 1 BbIAEPXKKW, TPeBYOT CMeHNTb NPUBLIYHLIA 06pa3 XK3HW, TpebyloT perynnposaTb CBOE NUTaHME, 1
eLé MHOro B 4éM cebs KOHTPONUPOBATL/MCNPaBAATL. HO, Kak NoOKa3biBaeT NpakTuka, 6onbHbIe B 60bLLIMHCTBE
TeM He MeHee BblbupatoT Mopduii Windows. [ ncTo4HuK ]

OCHOBHbI@ NOHATUA

CtaHaapHoO nporpamMMoin WwnudgpoBaHns B MHYKce senseTcsa PGP - Pretty Good Privacy (becnnaTHa ans
HEKOMMEPYECKOro NCMoab30BaHUA) UK OTKPbLITbIA aHanor 3Ton GnuPG - Gnu Privacy Guard.

CuMMeTpUYHbIe Wngpbl

EOVHBIN KNOY 415 3aWnPOBLIBAHUSA U paclUMBPOBLIBAHUS OaHHbIX.
¢ [lepepaya KaoYa Nno 3alnLLEHHOMY KaHany.

AnropuTmbl: 3DES, Blowfish, IDEA, TOCT.

XapaKTepHbIn pasmep Kioda ~128 6uT.

Wncdpbl C OTKPLITLIM KJ1IOYOM

e OTKpbITLIA K04 (public key) - nepenaétca No OTKPLITOMY KaHany, XpaHUTCS, Kak NpaBuio, B cucTeMe
XpaHeHus ka4en. CRyXut gns wudpoBaHna coobLleHns K BlaaebLly NapHOro CEKPETHOMO Koya
(private key).

o CekpeTHbI KoY (private key) - XxpaHUTCA NOKaNbHO M NPUBATHO (415 COXPAHHOCTU B HECKOJIbKUX
MecTax). CnyXuT gns paclumgpoBKM COOBLLEHN, 3aIMGPOBAHHBIX MAPHbLIM OTKPLITLIM KJIOHOM.

e Anroputmsbl: RSA, DSA.

¢ XapaKTepHbIn pa3mep Knoya ~2048 6uT.

CMewlaHHble Wwudpbl
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Pac/linpoBLIBaHME C UCMOJIb30BaHNEM Napbl KOYen NPoXoauT Ha ABa-TPU NopsaKa MelsieHHee, B
CPaBHEHWU C CUMMETPUYHBIM aaropuTMoM, TpebyeT 6ONbLINX BBIYNCIMTENbHBIX PECYPCOB, MO3TOMY Ha
MPaKTUKE MCMOJb3YI0TCS CMELLaHHble WndpbI:

¢ CoobuieHne gns nonydvatena KoonpyeTca CUMMETPUYHbIM UJI/IquOM, C ncnosib3osaHmeM ceaHCoBOro
KJi04a, KOTOprI;I B CBOKO o4epenb KOANPYETCA OTKPbITbIM KJZIIOHOM MOsyvaTeNA.

e [onyyaTenb PaclundpoOBLIBAET CBOM CEKPETHbLIM KJ/TIOYOM CEaHCOBbIV K104, KOTOPLIN UCMOJb3yeTcs As
PaACLIM(POBKM OCHOBHOMO COOBLLLEHMS.

Liudpposas nognuch

Onsa peannsauum UM Heobxoaumo, 4Tobbl WNdp 0bnanan TeM CBONCTBOM, YTO U OTKPbITLIN KOY, U
CEeKPETHbIN KoY MOXXeT BbITb MCMOJIb30BaH anropmTMOM LWNGPOBAHNS B KAYeCTBE OTKPLITOro KJto4a T.e.,
MOryT 6bITb NCMONb30BaHbI 418 WNMPOBaHNA AaHHbLIX. RSA - ABASETCA TaKMM airopuTMOM.

e BbluncnseTcs xew-phyHKLUNS coobLieHus.

¢ oNly4eHHoe 3HavYeHne WUMPYETCS C NMOMOLLLIO CEKPETHOMO KJloYa. [JOKYMEHT OTnpaBnseTcs
nosnyyaTesnio.

e MonyyYaTesNb, MCMO/b3Ys OTKPLITHIA K04 OTAPaBUTENS (COOTBETCTBYIOLUIA CEKPETHOMY KJtO4Y,
KOTOPbIM ObIS10 3aIMDPOBAHO COODLIEHNE), PACLLUNGPOBLIBAET XeLLU-PYHKLIMIO N CPaBHUBAET NOJy4YEHHOE
3HaYeHMe C XeLleM MoJlyYeHHOro coobLLeHNs.

NCTOYHMK

PaboTta c GnuPG

YnpaBneHue Kno4yamu

o Co3paHue Kino4a
gpg --gen-key
e FeHepauus cepTudukaTa oT3biBa
gpg --list-keys
home/user/.gnupg/pubring.gpg

pub 1024D/95447C14 -02-08 Name Family <user@nowhere.someplace.com
sub 2048g/96D6CDAD -02-08

gpg --output revoke.asc --gen-revoke 95447C14

[Mocne co3paHns KaYa u cepTugmnkaTa 0T3biBa HEOOX0ANMO CAENaTb PE3EPBHYIO KOMMIO M0J1YYEHHbIX
avinos (no-yMon4aHuio pacrionoraoTcs B ~/.gpg/) B 3alUNLLEHHOM XpaHUAMLLE.

e PepakTupoBaHue Kslo4a NpoMCXo4nNT B MOSIYMHTEPAKTUBHOM peXUMe:

gpg --edit-key 4600813F

nnn no AaHHbIM MOJIb30BaTEJIA
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gpg --edit-key user@nowhere.someplace.com
¢ MpocMOTpP CNUCKa U3BECTHLIX K/loYen

# nybnYHble K04

gpg --list-keys

# NpuBaTHbIE KJIOYY

gpg --list-secret-keys

¢ PacnpocTpaHeHue ny6nmM4HOro Karw4a

# 3anpoc ny6/m4yHoOro Ka4a

gpg --keyserver subkeys.pgp.net --recv-keys 5B20C7D2
# oTnpasBka cBoero rnyb/M4yHOro Kao4a Ha cepBep

gpg --keyserver subkeys.pgp.net --send-keys 5B20C7D2
# 00HOBIEHWE KIOYeEN B JIOKa/IbHOM XPaHWUINLLE KITKOYEN

gpg --refresh-keys --keyserver subkeys.pgp.net

# 3kcnopT ny6MYHOro KJK4a B aiin

gpg --armor -output 4600813F.pub --export 4600813F
# VMMIOPTUPOBaThb OTKPLITLIVI KJtOY U3 haviaia

gpg --fetch-keys http://example.com/4600813F.pub

(Pac)wmudcdposaHue cpannos

LndposaHue file.txt OTKPbITEIM KNOYOM, NpUHaANexXawmm hame@dei.uc.pt

gpg --output file.txt.gpg --encrypt --recipient name@dei.uc.pt file.txt

Co3paTb NoANUCbL AOKYMEHTa B oTaenbHOM cdaunne file.txt.sig

gpg --recipient name@dei.uc.pt --detach-sign file.txt

[Lob6aBuTb NOANUCH B KOHEL, AOKYMEHTa

gpg --sign --recipient name@dei.uc.pt file.txt

3a|.umbposaTb U nognucatb AOKYMEHT

gpg --sign --encrypt --recipient name@dei.uc.pt file.txt

PaClIJMCprBaTb U NPOoBEepUTb NOANUCH AOKYMEHTa, CO3AAHHOIO JIN4YHbIM OTKPbITbIM KJZIIO4YOM

gpg --output file.txt --decrypt file.txt.gpg

MpoBepkKa nopnucu

gpg --verify file.txt.sig file.txt

CuMMeTpUYHOe WwunudposBaHue

¢ 3awudposatb pann
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gpg --output file.txt.gpg --symmetric file.txt
¢ Pacwudposatb hann

gpg --output file.txt --decrypt file.txt.gpg

NcTovHnkn: pas, aBa

XpaHeHue naponeu: Vim + GnuPG

Ob6Lue NonoXxeHus

JaHa MalwwrHa, [OCTyNHas U3 CeTh No ssh, Ha MallMHe yCTaHOBNEH KpUNTOrpaduyecknin nakeT gpg,
YCTaHOBJIEH Vim C NAarnHOM vim-gnupg, a TakXXe AONOJHUTENIbHO fOCTYyneH git.
3afadva obecneynTb NPMBATHBIA AOCTYN U XpaHEHWe Napoien Ha AaHHON MallnHe. MCTOYHMK: ThiLL.

1. TeHepupyeM Mapy KoYeln Ha LeneBon MallunHe, Thil

He 3abbiBaeM caenaTb KON CEKPETHOIO KJto4a M co3aaTb CEPTUGPUKAT OT3bIBa.
2. TecTupyem paboTocnocobHOCTb LWndpoBaHNS Ha thalne test.txt:

Ecnvn BCé caenaHo npasusabHO, To byaeT co3aaH wnpoBaHHbI hana test.txt.gpg

gpg --encrypt --recipient master@jurik-phys.net test.txt
3. YcTaHaBnamBaeM Vim-GnuPG B cnctemy:

sudo apt-get install vim-scripts
4. ToaKno4aem nnarnH K vim'y:

# co3gaém NI0KabHbIV KaTaJior rnaarvuHa

mkdir ~/.vim/plugin
# co3naéM CUMBOINYECKYIO CCbIJIKY Ha naarnH
In -s /usr/share/vim-scripts/plugin/gnupg.vim ~/.vim/plugin/gnupg.vim

5. OTKpbIBaeM vim'oM paHee 3allndpoBaHHbIN hain

vim test.txt.gpg

MMocne BBOAa NaposibHOV (ppa3bl K 3aKPbITOMY KJIOYY, OTKPbIBAETCSA (haii/l B pacLumgppoBaHHOM BUAE,
KOTOPbIVi MOXKET bbITb MPO3PavYHO OTPEAAKTUPOBAH U COXPaHEH.

6. Mpwn co3naHnM HOBro 3allngpPoBaHHOro aiina, vim NonpocuT yKasaTb nosyyaTens

vim secret.gpg

HacTpounku B vimrc

Ins 6onbwero ygobcTea NpennaraeTcs yCTaHOBUTL Cedytowme HaCTporkm B .vimrc. MNMogpobHocTu
NCMOJIb3yeMbIX OMLUUIA CM. B NEPBONCTOYHUKE, ThiLl.
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" Tell the GnuPG plugin to armor new files.

g:GPGPreferArmor=1
" Tell the GnuPG plugin to sign new files.

g:GPGPreferSign=1

GnuPGExtra
" Set extra file options.
BufReadCmd, FileReadCmd *.\(gpg\|asc\|pgp\ SetGPGOptions

Automatically close unmodified files after inactivity.

CursorHold *.\(gpg\|asc\ | pgp\) quit
END

SetGPGOptions

Set updatetime to 1 minute.
updatetime=60000

Fold at markers.
foldmethod=marker

Remove comment symbols.
commentstring="s

Automatically close all folds.
foldclose=all

Only open folds with insert commands.
foldopen=insert

endfunction

FeHepauus naponeun

015 reHepauun MOXXHO UCMOJb30BaTh YTUAUTY pwgen NpsimMo 13 vim'a

r'pwgen -sy 12 1

Ceptudukar pna caumra.

Mony4yeHue cepTudukarta

Mo maTepranam habrahabr.ru, gononHUTENLHAA NUTEpPaTypa.

1. Peructpaums Ha cante https://login.wosign.com/reg.html n noaTBep>xAeHne 3NeKTPOHHOW MOYTbI.

2. 3aka3 becnnaTHoro cepTudukaTa no agpecy https://buy.wosign.com/free/. Pagom c ueHon (06o3HaveHO
KpPacHbIM LIBETOM) Ha)kaTb Ha CUHWIA KBaapaT (nosyyeHne becnnaTHOro cepTudukaTa), HKe 3e1éHas KHoMKa
- NPOAOIKUTL OhOpPMIIEHNE cepTuUdurKaTa.

3. BBOA HY>XHbIX [JOMEHHbIX UMEH, MOATBEPXKAEeHWNEe BNaAeHns goMeHoM. pu BBOE AOMEHA B BUIeE

www.example.com, example.com BbIMNCbIBAETCA CEPBUCOM aBTOMaTUYECKN.

4. l'eHepauma Ha cepBepe npmBaTHOro kitoda n CSR (Certificate Signing Request) - 3anpoca Ha nosy4yeHune
cepTudukaTa, KOTOPLIN NpeacTaBnseT cobon TEKCTOBLIV (hait, CoaepXallni B 3aKOANPOBAaHHOM BUAE
NH(opMau o 06 agMUHUCTPATOPE AOMEHA U OTKPbITHIA KAOY:
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openssl req -out mydomain.com.csr -new -sha256 -newkey rsa: -nodes -keyout
mydomain.com.key

Mpwn reHepaumm CSR HeobxoaMMo BBECTU, KaK MUHUMYM:

¢ Mg cepsepa (Common Name) — NosIHOCTbIO ONpeaesieHHOe AOMEHHOe UMS;
¢ Ha3BaHue cTpaHbl (Country Name) — aByX6YKBEHHbIN KoL CTPaHbl, Ans PO — «RU».

Yka3aHHble B CSR gaHHble, fO/MKHbI COOTBETCTBOBATbL AaHHbLIM, yKa3aHHbIM B Whois-cepBumce no LOMeHy.

5. BcTtaBka cogepxumoro ¢anna mydomain.com.csr B popmy caviTa. 3aBepLueHmne popMaibHOCTEN C BBOAOM
napons, NPUHATUEM NULEH3NOHHOIO COoraalleHnsa n T.4.

6. CKauMBaHme zip-apxmBa C CEPTUHMKATOM CallTa C caiiTa UK Nno cChiike B NucbMe. Mpu NoanucsIBaHNK
cepTUdMKaTa BO3MOXKHA 3alep>XKKa Ha HECKOJIbKO YacoB.

7. MNocne ycTaHOBKK cepTuUduKata N CreHepupoBaHHOro NPMBATHOMO KOYa Ha CalT, XXenaTeslbHO NPOBEPUTH
ypoBeHb 6e30MacHOCTU caliTa Yepes SSL-TecTepe

8. HacTponka OCSP stapling Ha cepBepe 4N15 NOyYeHHOro cepTudukaTa.
HacTpouka OCSP stapling

Mo maTepnanam 8host.com u, habrahabr.ru

Mony4yeHne KOPHEBOro 1 NPoMeXXyTo4YHoro ceptudunkaTa CA.

wget -0 - https://www.startssl.com/certs/ca.pem | tee -a ca-certs.pem dev/null
wget -0 - https://www.startssl.com/certs/sub.classl.server.ca.pem | tee -a ca-
certs.pem dev/null

CepTudgmkatsl B hopmaTe DER HeobxoanMo CKOHBEpTMPOBaTL B PEM.

wget -0 - http://aia.startssl.com/certs/ca.crt openssl x509 -inform DER -outform
PEM | tee -a ca-certs.pem dev/null

wget -0 - http://aial.wosign.com/calg2-serverl-free.cer | openssl x509 -inform DER

-outform PEM | tee -a ca-certs.pem dev/null
wget -0 - http://aia6.wosign.com/ca6.serverl.free.cer | openssl x509 -inform DER -
outform PEM | tee -a ca-certs.pem dev/null

PenakTupoBaHue anna BUPTYanbHbIX X0CcToB SSL. B anpekTusy <VirtualHost></VirtualHost> no6asnTs:

SSLCACertificateFile /etc/ssl/ca-certs.pem
SSLUseStapling on

BHe aupekTusbl <VirtualHost></VirtualHost> yka3aTb K3l
SSLStaplingCache shmcb:/tmp/stapling cache(128000)

MpoTecTnpoBaTh N3MEHEHHLIN KOH(UI 1 Nepe3arpy3nTb HACTPONKMN:

apachectl -t
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service apache2 reload
lNpoBepka pe3ysibTaTa Ha SSL-TecTepe.

Protocol Details

OCSP stapling Yes

OCSP stapling utorm

Ha cnepyowuin geHb nocse yaavyHon HaCTPONKK CallT nepecTasl 0OTKPbIBAaTbCS B OLLUMOKON
sec_error _ocsp try server later

B norax apach'a owmnbka Bad gateway 502. BeposTHo, 4T0 nposBuiack 0603HaveHHas Ha xabpe npobrema.

Forward Secrecy no-ymonyaHuio

Cnocob 1. PekoMmeHpoBaHHbIN: (digicert.com).
Wcnonb3oBaHue Forward Secrecy onpegenseTtcs HabopoM Mcnonb3yembix LWNGPOB.

SSLProtocol all -SSLv2 -SSLv3

SSLHonorCipherOrder On

SSLCipherSuite "EECDH+ECDSA+AESGCM EECDH+aRSA+AESGCM EECDH+ECDSA+SHA384
EECDH+ECDSA+SHA256 EECDH+aRSA+SHA384 EECDH+aRSA+SHA256 EECDH+aRSA+RC4 EECDH
EDH+aRSA RC4 !'aNULL !eNULL !LOW !3DES !MD5 !'EXP !PSK !SRP !DSS !RC4"

Cnocob6 2. MpocToi, HO YBeIMYUMBAIOLLLMA Harpy3Ky Ha cepBep: (raymii.org).

YBennyeHue ctonkocTu DH-wungpos.

#Generate the parameters
cd /etc/ssl/certs
openssl dhparam -out dhparam.pem 4096

# Add the following to your Apache config.
SSLOpenSSLConfCmd DHParameters "/etc/ssl/certs/dhparam.pem"

Turn On HSTS

HSTS - HTTP Strict Transport Security. Bkato4eHue, cornacHo, itigloo.com.
1. Enable the Apache Headers Module.
a2enmod headers
2. Add the additional header to the HTTPS VirtualHost directive. Max-age is measured in seconds.

<VirtualHost *:443>
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# Guarantee HTTPS for 1 Year including Sub Domains
Header always set Strict-Transport-Security "max-age=31536000;
includeSubDomains"
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